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1
Introduction
This feature enhances the support of emergency services over WLAN beyond the cases supported in 3GPP Rel-13 by SEW1 (Support of Emergency services over WLAN – phase 1) feature, which were limited to authenticated UEs over untrusted WLAN access in non-roaming scenario. 

2
Description
This feature includes: 

· The support of emergency services for unauthenticated UE's, with or without USIM. 
· The roaming scenario, by which the UE accesses an emergency PDN GW in the visited country. This includes the determination by the UE of the country it is located in.
· The support of S2a/Trusted WLAN access: the UE includes an emergency request in EAP-AKA’ signalling to the 3GPP AAA server, which uses this information to give precedence to this session in case of signalling congestion and unauthorized UEs to not carry out certain checks.
· The selection a proper access node in case of emergency service. In case of untrusted WLAN, the prioritized selection of an ePDG supporting emergency services in the country the UE is located in. For Trusted WLAN, the addition of an emergency services support indication by the TWAN, relayed by the AAA server, which enables the UE to select a proper WLAN Access Point. 

· Seamless mobility between WLAN and E-UTRAN: the selected PDN GW is used as an anchor at handovers between 3GPP and non-3GPP accesses. In the case of un-authenticated UE's or roamers, a static PDN GW is configured in the ePDG or the Trusted WLAN and in the MME. In the case of non-roaming authenticated UE's, it is possible to use a dynamically selected PDN GW by the HSS being notified of the PDN GW identity at session establishment and the retrieval of this identity by the target system during the handover procedure. The WLAN to CS session continuity for Emergency call over WLAN is also supported using the Dual Radio VCC procedure, however the other direction is not supported.
· The EIR check (e.g. to verify whether the device has not been stolen), per feature "EIR check for WLAN access to EPC" (EWE).
· The prioritized determination of the emergency numbers by the UE, including emergency numbers preconfigured in the UE, emergency numbers being provided to the UE over 3GPP access of the last registered PLMN, or received over WLAN via DNS or ANQP IEEE procedures.
· Mechanisms to provide the PSAP with the UE location, provided by the network and/or by the UE.
However, this feature does not include the support of QoS differentiation, as this is part of another feature (Rel-15 VoWLAN: Complementary Features for Voice services over WLAN).
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